











d E-safety issues are embedded in all aspects of the curriculum and other school activities
d students understand and follow the school e-safety and acceptable use policy

d students have a good understanding of research skills and the need to avoid plagiarism



d should understand the importance of adopting good e-safety practice whe



Education b parents / carers

Many parents and carers have only a limited understanding of e-safety risks and issues, yet
they play an essential role in the education of their children and in the monitoring /
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not realise how often children and young people come across potentially harmful and
inappropriate material on the internet and are often unsure about what they would do about
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The school will therefore seek to provide information and awareness to parents and carers
through:

d Letters, newsletters, web site
d Parents evenings
Education & Training b Staff

It is essential that all staff receive e-safety training and understand their responsibilities, as
outlined in this policy. Training will be offered as follows:

d A planned programme of formal e-safety training will be made available to staff.

d All new staff should receive e-safety training as part of their induction programme,
ensuring that they fully understand the school e-safety policy and Acceptable Use
Policies

6. Technical b infrastructure / equipment, filtering and monitoring

The school will be responsible for ensuring that the school infrastructure / network is as safe
and secure as is reasonably possible and that policies and procedures approved within this
policy are implemented. It will also need to ensure that the relevant people named in the
above sections will be effective in carrying out their e-safety responsibilities:

d School ICT systems will be managed in ways that ensure that the school meets the e-
safety technical requirements outlined in the SWGTL Security Policy and Acceptable
Usage Policy

d There will be regular reviews and audits of the safety and security of school ICT systems

d Servers, wireless systems and cabling must be securely located and physical access
restricted

d All users will have clearly defined access rights to school ICT systems.

d All users will be provided with a username and password, which they must not divulge to
anyone.
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d Students must not take, use, share, publish or distribute images of others without their
permission

d Photographs published on the website, or elsewhere that include students will be
selected carefully and will comply with good practice guidance on the use of such images.
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